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Network Architecture

ETHERNET

The original Ethernet described communication over a single cable shared by all devices on the network. Once a device attached to this cable, it had the ability to communicate with any other attached device. This allows the network to expand to accommodate new devices without requiring any modification to those devices already on the network.
Ethernet is a local area technology, with networks traditionally operating within a single building, connecting devices in close proximity. At most, Ethernet devices could have only a few hundred meters of cable between them, making it impractical to connect geographically dispersed locations. Modern advancements have increased these distances considerably, allowing Ethernet networks to span tens of kilometers.
Ethernet follows a simple set of rules that govern its basic operation. To better understand these rules, it is important to understand the basics of Ethernet terminology. 

· Medium
 - Ethernet devices attach to a common medium that provides a path along which the electronic signals will travel. Historically, this medium has been coaxial copper cable, but today it is more commonly a twisted pair or fiber optic cabling. 

· Segment - We refer to a single shared medium as an Ethernet segment. 

· Node - Devices that attach to that segment are stations or nodes. 

· Frame - The nodes communicate in short messages called frames, which are variably sized chunks of information. 
Frames are analogous to sentences in human language.  In English, we have rules for constructing our sentences: We know that each sentence must contain a subject and a predicate. The Ethernet protocol specifies a set of rules for constructing frames. There are explicit minimum and maximum lengths for frames, and a set of required pieces of information that must appear in the frame. Each frame must include, for example, both a destination address and a source address, which identify the recipient and the sender of the message. The address uniquely identifies the node, just as a name identifies a particular person. No two Ethernet devices should ever have the same address. 
Since a signal on the Ethernet medium reaches every attached node, the destination address is critical to identify the intended recipient of the frame. 

	


For example, in the figure above, when computer B transmits to printer C, computers A and D will still receive and examine the frame. However, when a station first receives a frame, it checks the destination address to see if the frame is intended for itself. If it is not, the station discards the frame without even examining its contents. 
One interesting thing about Ethernet addressing is the implementation of a broadcast address. A frame with a destination address equal to the broadcast address (simply called a broadcast, for short) is intended for every node on the network, and every node will both receive and process this type of frame. 

Fibre-Distributed Data Interface (FDDI)
Fiber-distributed data interface (FDDI) is another token-passing technology that operates over a pair of fiber optic rings, with each ring passing a token in opposite directions. FDDI networks offered transmission speeds of 100 Mbps, which initially made them quite popular for high-speed networking. With the advent of 100-Mbps Ethernet, which is cheaper and easier to administer, FDDI has waned in popularity.
The Fiber Distributed Data Interface (FDDI) specifies a 100-Mbps token-passing, dual-ring LAN

using fiber-optic cable. FDDI is frequently used as high-speed backbone technology because of its

support for high bandwidth and greater distances than copper.
FDDI uses a dual-ring architecture with traffic on each ring flowing in opposite directions (called

counter-rotating). The dual-rings consist of a primary and a secondary ring. During normal

operation, the primary ring is used for data transmission, and the secondary ring remains idle.
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Security, reliability, and performance all are enhanced with optical fibre media because fibre does not emit electrical signals.

A physical medium that does emit electrical signals (copper) can be tapped and therefore would permit unauthorized access to the data that is transiting the medium. In addition, fibre is immune to electrical interference from radio frequency interference (RFI) and electromagnetic interference (EMI). Fiber historically has supported much higher bandwidth (throughput potential) than copper, although recent technological advances have made copper capable of transmitting at 100 Mbps.

Finally, FDDI allows two kilometres between stations using multi-mode fibre, and even longer distances using a single mode.
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A token-ring network arranges nodes in a logical ring, as shown below. The nodes forward frames in one direction around the ring, removing a frame when it has circled the ring once. 





The ring initializes by creating a token, which is a special type of frame that gives a station permission to transmit. 





The token circles the ring like any frame until it encounters a station that wishes to transmit data. 





This station then "captures" the token by replacing the token frame with a data-carrying frame, which encircles the network. 





Once that data frame returns to the transmitting station, that station removes the data frame, creates a new token and forwards that token on to the next node in the ring. 





Token-ring nodes do not look for a carrier signal or listen for collisions; the presence of the token frame provides assurance that the station can transmit a data frame without fear of another station interrupting. Because a station transmits only a single data frame before passing the token along, each station on the ring will get a turn to communicate in a deterministic and fair manner. Token-ring networks typically transmit data at either 4 or 16 Mbps.
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